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Rapidus Wireless Networks 
118 19055 Airport Way 
Pitt Meadows B.C. V3Y0G4 
Canada 
 
 
 
 
 

Contact Information 

 

Toll Free Number 1-866-872-6936 Sales/General 
Inquiries 

sales@rapiduswireless.com 

Technical Support 1-888-460-6366 Technical Support Support@rapiduswireless.com 
Local Number 604-363-7438 Sales Rep. Rafael Rgarrigo@rapiduswireless.com 
Fax Number  N/A   
 
 

Website 

 
Additional product information and support details are available on our web site: 
www.rapiduswireless.com  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

About Rapidus Wireless Networks 
 

The company’s dedication to customer satisfaction provides comprehensive solutions with superior 
products. Whether you are in the market for connectors or a complete network of high speed 
wireless access points or mesh products, Rapidus is the answer. With over 75 years of combined 
experience  in the wireless field, our team of experts  have installed wireless systems worldwide. 
We provide product selection assistance and rapid product delivery backed by knowledgeable 
support. 
 

mailto:sales@rapiduswireless.com
mailto:Support@rapiduswireless.com
mailto:Rgarrigo@rapiduswireless.com
http://www.rapiduswireless.com/
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QUICK START 

COMPUTER CONFIGURATION/INSTALL GUIDE 

Step 1: 

Connect an Ethernet cable from the PC/Laptop to the PC connector on the POE LAN port. 

Step 2: 

Connect an Ethernet cable from the RL-Series device (radio) to the POE port on the POE. 

Step 3: 

  

Connect a PC to the “LAN” port of the POE, with a straight through Ethernet cable 

Note: Connect the device (radio) to the “POE” port and the “LAN” port to PC/switch/router. Power the POE unit 

Step 4: 

Connecting to the device (radio) 

Before accessing the configuration interface, you have to change the network connection setting in your computer to be on the 

same subnet as the device (radio). Alternatively, you could use the RapiFind Utility program to assign the device (radio) a 

temporary IP alias that is on the same subnet as your computer. 

 

Changing the IP address – Windows 8 

1. In your computer, open Control Panel > Network and Sharing Center then click change adaptor settings on the left hand 

menu. Select and right click the Ethernet icon. 

 

2. Then click Properties. 

3. In the Ethernet Properties > Networking tab, select Internal Protocol Version 4 (TCP/IPv4) 
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4. In the Internet Protocol (TCP/IP) properties > General, select Use the following IP address. 

5.  Enter your IP address and Subnet Mask (255.255.255.0). The default IP address of the radio is 192.168.1.99, which 

cannot be used here. Use anything else in the same subnet, the IP address of the computer can be any IP varied from 

192.168.1.2 to 192.168.1.254 

 
6. Click OK and Close 

Step 5: 

Configuration of RL-Series device features and option are accessible via the web page. 

1. Open your internet browser (such as Internet Explorer, Chrome, or Firefox). 

2. In the address bar, type your IP address (default IP: 192.168.1.99) 

3. In the login dialog, enter your Username and Password. (default Username: Root; no Password is required) 

4.  Click OK, you will then access the configuration interface. Setup and Configuration via web GUI. 

Default IP Address 192.168.1.99 

Default Username Root 

Default Password *No Password Required* 
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UPGRADE 

UPGRADE FIRMWARE HOW-TO 
 

The following steps will detail the process of updating/upgrading your current firmware to the latest released firmware 

supported by Rapidus Wireless Networks. This manual shows the process on how to update the firmware on your device.   

 

To begin your firmware update please go System > Maintenance. 

 

You will be directed to the following page. 
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Under the “Flash new firmware image” section, click “Choose File” to select the new firmware that will be supplied by Rapidus 

Wireless Networks. Be sure to check the “Keep settings” box, your device will default to factory settings if this box is not 

checked. (The latest firmware updates will either be sent by email upon request or they can be downloaded from our website at 

www.rapiduswireless.com). 

 

Select the most current firmware update that you have downloaded or have been supplied by from the Rapidus Wireless 

Networks support team.  

 

 

 

http://www.rapiduswireless.com/
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Once you have selected our latest firmware update click “Flash Image” 

 

You will be directed to the following page. Please click “Proceed” to finish your update. 

 

You have now completed the process of updating your radio to our latest firmware. If you find you are having issues or 

the process is not configuring correctly contact us by phone at 855-864-9488 or visit our website www.rapiduswireless.com.  

 

 

 

http://www.rapiduswireless.com/
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WIFI/MESH  
 

CONFIGURATION MOBILE MESH HOW-TO 

 
Configure Wireless Settings 
 

To getting started on configuring a Mobile Mesh network, begin by Clicking on Network > Wireless.  

 

 

Click the “Edit” button for the radio that you choose to be used for the Mobile Mesh 

 

 

 

 



   

10 
 

In the Device Configuration > General Setup Tab, Select the channel that you will be operating on and choose between 20MHz, 

40MHz or 80Mhz.   

 

In the Interface Configuration > General Setup Tab, Change your ESSID name to your preference and select “Mobile Mesh” 

from the “Mode” dropdown options. 
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In the Network section you must unselect “Lan”.  

 

Select “mesh” then click “Save & Apply” to save these changes 
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Click Network > Interface 

 

When directed to the “Interfaces” page, click “Edit” 
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Please click on the “Physical Setting” Tab 

 

Then Select “Ethernet Adapter: “bat0””. Then save and apply by clicking “Save & Apply” 
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Please Click Status > Overview. 

 

In the Section “Associated Stations” at the bottom of the page, you will see the devices that are connected to your mesh network. 

(2 or more devices need to be configured to MESH mode setting for you to be able to see them under “Associated Stations”)   

 

 

You have now completed the process of creating your Mobile-Mesh Network setup and can continue to configure more 

units to your network. If you find you are having issues you can contact us by phone at 855-864-9488 or visit our website 

www.rapiduswireless.com.  

http://www.rapiduswireless.com/
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ACCESS POINT 

CONFIGURATION AP HOW-TO 

Configuring AP Settings 

This section will show you how to set up and configure an AP on your desired radio unit.   

To begin configuring your AP, please go to the “Network” Tab and select “Wireless” from the pull-down tab.  

 

You will be directed to the following page, once here click “Edit” on the radio you are configuring to be your AP. 

 



   

16 
 

When directed to the following page, in the “Device Configuration” section under the “General Setup” tab, select a channel from 

the drop-down menu of the Operating frequency > Channel drop-down. Also select between 20 MHz and 40 MHz in the 

“Width” drop-down. (Best practice: select a higher channel to avoid interfering with other networks) 

 

Create your own ESSID name that you will use for your AP. Be sure that the “Mode” is set to “Access Point” Click “Save & 

Apply” to save your settings 

 

You have now completed the process of creating your AP. If you find you are having issues or the process is not 

configuring correctly, please contact us by phone at 855-864-9488 or visit our website www.rapiduswireless.com.   

http://www.rapiduswireless.com/
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CLIENT (STATION) 

CONFIGURATION CLIENT HOW-TO 

Configuring Client Access 

Here we will guide you through the process of configuring your device into a Client (station). Be aware that certain settings have 

to align with your AP configured device, so that communication between the two devices can function. 

To get started login to your device and select “Wireless” from the drop-down “Network” tab. 

 

From here you will select the radio for which you will be using for your Client (station). The radio you choose here will depend 

on which radio you have chosen to make as your AP. Be sure when choosing which radio to use for your Client (station) that it is 

on the same frequency as the radio you configured for your AP device. (ei. If your AP device is operating in 5.8GHz then your 

Client (station) must also operate in 5.8GHz) 
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When you are directed to the following page you will need to select the same “Width” as so it matches the AP you will be trying 

to communicate with. (ei. If your AP “Width” is set to 40Ghz then your Client (station) “Width” must be set to 40GHz as well) 

 

Scroll down the page to the “Interface Configuration” section. Here you will type in the same “ESSID” name as you used for 

the AP that you want to connect to (ei. if your AP “ESSID” is Sample1 then your Client (station) “ESSID” must be Sample1). 

You must also change the “Mode” to “Client (WDS)” in the drop-down menu. Be sure to click “Save & Apply” before you 

leave this page. Note: ESSID is case sensitive.  

 

You have now completed the step for setting up a Client (station). . If you find you are having issues or the process is 

not configuring correctly contact us by phone at 855-864-9488 or visit our website www.rapiduswireless.com.   

http://www.rapiduswireless.com/
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ROUTER 

CONFIGURATION FOR ROUTER HOW-TO 

The Rapidus Wireless RL-series model devices are factory set to default bridge AP. In this How-To manual we will go through 

the process of changing your device from a bridge AP into a Router. The following steps for configuring your product are for 

devices that are already in default mode or have been reset to default. 

 

NOTE: Before you start you should have a plan outlined of which IP addresses you will be using in your network to be set for 

your router. 

      

Setting Device to Router Mode 

To begin you must first navigate to “Interfaces” in the drop down menu under “Network”. 

 

  
 

Once directed to the following page you will need to create a new interface by clicking “Add new interface…”. 
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You will first need to name your new interface (for our example we will name our interface “wan”). And select “Custom 

Interface” under the “Cover the following interface” options and type “none” in the available box. Click “Submit” once you’re 

done. 

 

 
 

Navigate back to “Firewall” in the drop down menu for “Network”. 
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Scroll down the page to the “Zones” sections and click the “Edit” button for “wan”. 
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Under the “General Settings” tab change the settings for “input” to “accept” and also change the settings for “Forward” to 

“accept” as well. Scroll down the page, under “Inter-Zone Forwarding” select “Lan” for both “Allow forward to destination 

zones:” and “Allow forward from destination source zones:”. Click “Save & Apply” once you have made these changes and 

before you move away from this page. 
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Navigate back to the Interface page by clicking “Interfaces” in the drop down menu of “Network”. 

 

 
 

When you arrive at the Interfaces page, under “Interfaces Overview” click “Edit” for the “WAN” interface to edit the network 

zone.  
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Under the “General Setup” tab for “Common Configuration” change the “Protocol” option to “Static Address” and click 

“Switch protocol”. 
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Enter in the IP, netmask, gateway and DNS server addresses that you will be using to for your network. Click “Save” once done. 

(Refer to your IP address outlined plan for your required needs as to which IP addresses to use to connect back to your network)    
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Next click the “Physical Settings” tab under “Common Configuration”. 

 

 
 

In the “Physical Settings” tab, select “Bridge Interfaces” and for the “Interface” options select both “Ethernet Adapter: eth0 

and eth1”. Then unselect “Ethernet Adapter: none” and click “Save”. 
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At the top of the page click the “LAN” tab to edit the network zone for LAN. 

 

 
 

Edit the addresses under the “General Setup” tab. (Refer to your IP address outline plan for your required needs as to which IP 

addresses you will use for your networking) 
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Unselect “Ignore interface” to enable DHCP. And click “Save”. 

 

 
 

Scroll back up the page and click the “Physical Settings” tab. 
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In the “Physical Settings” tab under the “Interface” options unselect both “Ethernet Adapter: eth0 and eth1”.  Once you have 

done so click “Save & Apply”.  
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You will need to reboot your device for your changes to be taken into effect. Click “Reboot” from the drop down menu of the 

“System” tab at the top of the page.  

 

 
 

Your device is now configured to operate in router mode. If you find you are having issues or the process is not configuring 

correctly contact us by phone at 855-864-9488 or visit our website www.rapiduswireless.com. 

 

  

http://www.rapiduswireless.com/
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VLAN 

CONFIGURING VLAN HOW-TO 

A virtual LAN (VLAN) allows network administrators to group host together even if the hosts are not directly connected to the 

same network switch. This can greatly simplify network design and deployment. A VLAN could be used to separate traffic 

within a business due to users, and due to network administrators, or between types of traffic, so that users or low priority traffic 

cannot directly affect the rest of the network’s functioning.  

Configuring VLAN Settings 

To begin navigate to the VLAN configuration page by clicking the “Network” Tab and selecting the “VLANs” in the drop down 

menu. 
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Once directed to the following page you will be able to configure your VALNs using the following sections. Configure 

Management: to restrict access to the current device to hosts on the configured VLAN ID, WiFi Data: to use the configured 

VLAN ID for Wi-Fi traffic and Tiered WiFi access: to use configured VLAN IDs for tiered access to your network from the 

WiFi interface.      

Management VLAN 

Under “Management” click the checkbox to enable the management VLAN, then enter the VLAN ID used for the management 

VLAN on your network. Optionally, you may edit the description box.  

Note: When enabled, the internal changes in the unit are immediate, so the unit will subsequently only be accessible on the 

management VLAN. Be ready with a VLAN switch which handles the management VLAN ID. Plug the Ethernet cable from the 

unit into the trunk port, and your PC into the access port. 

Then click “Save & Apply” to commit the configuration. 
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WiFi Data VLAN  

Click the checkbox to enable the Data VLAN and then enter the VLAN ID used for the data VLAN on your network. Optionally, 

you may edit the description box. Once you’ve done so click “Save & Apply” to commit the configuration.   
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Tiered WiFi access VLAN(s) 

Up to 3 tiers can be configured in Tiered WiFi access. Each tier consists of 2G and 5G APs that can be configured on the 

Wireless page and a corresponding VLAN configured on the VLAN page. For the first tier, the default APs are used. For the 

second and 3rd tiers, additional 2G/5G APs are added to the 2G and 5G radios on the wireless page. 

You will first need to configure the APs. Navigate to the Wireless configuration page by selecting the “Network” tab and 

clicking “Wireless” in the drop down menu. 

  

 

Once directed to the following page. For each of the 2G and 5G default APs, navigate to editing the wireless setting by clicking 

“Edit” 
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Note: The internal names of the APs are circled in Orange. They are the names shown on the VLAN page. 

The default APs are named wlan0 and wlan1, the second tier APs will be named wlan0-1 and wlan1-1, and the 3rd wlan0-2 and 

wlan1-2. 

Edit the radio and AP settings ae required. Be aware that the SSID can be the same for 2G and 5G APs in the same tier, but must 

be different for each tier. Make sure the checkbox for “Separate Clients” is selected. Click “Save” before you continue. 
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Then set the wireless security and click “Save & Apply” to commit the wireless settings. 
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Navigate back to the wireless configuration page by selecting the “Network” tab and clicking “Wireless” in the drop down 

menu. For each of the 2nd and 3rd tier, and for each of the 2G and 5G radios, click “Add” to add another AP. 

  

 

Note: While adding and configuring the additional APs, a temporary name is used (circled in Orange). The APs will get the 

permanent names mentioned earlier (page 35). 

Under the “Interface Configuration” section, in the “General Setup” tab, set the mode to Access Point.  The page will change 

to the AP settings format, edit as required as described earlier for the first tier APs. 
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When finished, the Wireless Overview page should appear like this. 

 

 

The internal names of the APs can be verified by re-accessing the edit page for the AP. 
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Navigate back to the VLAN page by clicking the “Network” Tab and selecting the “VLANs” in the drop down menu. 

 

 

Click the checkbox to enable the “WiFi Tiered access” VLANs, then enter the VLANs used on your network for that tier. 

Optionally, edit the description box, then click “Save & Apply” to commit the configuration. 

 

Note: This page uses the internals names (circled in Orange), to refer the APs. 
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Your device is now configured to operate in VLANs. If you find you are having issues or the process is not configuring correctly 

contact us by phone at 855-864-9488 or visit our website www.rapiduswireless.com. 

 

To reset, just the VLANs settings to the default of disabled, but keep all other settings intact. Uncheck all the enable boxes and 

then click “Save & Apply”. 

 

 

http://www.rapiduswireless.com/
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Navigate to the “System” tab and click “Reboot” from the drop-down menu. 

 

 

When directed to the following page, click “Preform Reboot”. 

 

The unit will reboot with VLANs disabled, but all other settings will be reserved. If you find you are having issues or the process 

is not configuring correctly contact us by phone at 855-864-9488 or visit our website www.rapiduswireless.com. 

 

http://www.rapiduswireless.com/

