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The company’s dedication to customer satisfaction provides comprehensive solutions with superior
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experience in the wireless field, our team of experts have installed wireless systems worldwide.
We provide product selection assistance and rapid product delivery backed by knowledgeable

support.
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RAPIDUS
QUICK START

COMPUTER CONFIGURATION/INSTALL GUIDE

Step 1:
Connect an Ethernet cable from the PC/Laptop to the PC connector on the POE LAN port.
Step 2:
Connect an Ethernet cable from the RL-Series device (radio) to the POE port on the POE.

Step 3:

Connect a PC to the “LAN” port of the POE, with a straight through Ethernet cable

Note: Connect the device (radio) to the “POE” port and the “LAN” port to PC/switch/router. Power the POE unit

Step 4:

Connecting to the device (radio)

Before accessing the configuration interface, you have to change the network connection setting in your computer to be on the

same subnet as the device (radio). Alternatively, you could use the RapiFind Utility program to assign the device (radio) a
temporary IP alias that is on the same subnet as your computer.

Changing the IP address — Windows 8

1. Inyour computer, open Control Panel > Network and Sharing Center then click change adaptor settings on the left hand
menu. Select and right click the Ethernet icon.

n

Then click Properties.
3. Inthe Ethernet Properties > Networking tab, select Internal Protocol Version 4 (TCP/IPv4)



Ethernet Properties

MNetwarking

Connect using:

LF Realtek PCle GBE Family Controller

This connection uses the following items:

BQOS Packet Scheduler
-4 Microsoft Network Adapter Multiplexor Protocol
<. Microsoft LLDP Protocol Driver
Link-Layer Topology Discoveny Mapper /0 Driver
4. Link-Layer Topology Discovery Responder
& |ntemet Protocol Version & {TCP/IPvE)

Y intermet Protocol Version 4 (TCP/IPv4)

m >
Description

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocal that provides communication
across diverse interconnected netwarics.
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4. Inthe Internet Protocol (TCP/IP) properties > General, select Use the following IP address.
5. Enter your IP address and Subnet Mask (255.255.255.0). The default IP address of the radio is 192.168.1.99, which
cannot be used here. Use anything else in the same subnet, the IP address of the computer can be any IP varied from

192.168.1.2 to 192.168.1.254

Internet Protocol Version 4 (TCP/IPv4) Properties

General

You can get IP settings assigned automatically if your network supports
this capability, Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(") Obtain an IP address automatically

(®) Use the following IP address:

1P address: 192,168 . 1 , 100

Subnet mask: 255 . 255,255, 0

Ohbtain DNS server address automatically

(®) Use the following DNS server addresses:

L. . 1
[ - 1]

Preferred DNS server:

Alternate DNS server:

[ validate settings upon exit

6. Click OK and Close

Step 5:

Configuration of RL-Series device features and option are accessible via the web page.

1. Open your internet browser (such as Internet Explorer, Chrome, or Firefox).

2. Inthe address bar, type your IP address (default IP: 192.168.1.99)

3. Inthe login dialog, enter your Username and Password. (default Username: Root; no Password is required)
4. Click OK, you will then access the configuration interface. Setup and Configuration via web GUI.

Default IP Address

192.168.1.99

Default Username

Root

Default Password

*No Password Required*
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UPGRADE

UPGRADE FIRMWARE HOW-TO

The following steps will detail the process of updating/upgrading your current firmware to the latest released firmware
supported by Rapidus Wireless Networks. This manual shows the process on how to update the firmware on your device.

To begin your firmware update please go System > Maintenance.

Rapidus ST tem ~  Network HotSpot  Logout
No password set!
There is no password set| pure a root password to protect the web interface and enable SSH
Go to password config
Status :> Maintenance
System
Hostname Rapidus
Model Rapidus Wireless RL Series
Firmware Version RL-K r3 r3311+7-fb18c3c / LuCl branch (git-17.090.64489-eb806fb)
Kemel Version 4447
Local Time Wed Apr 12 20:24:08 2017
Uptime Oh 2m 53s
Load Average 0.42, 0.39, 017
Memory
Total Available 74996 kB / 125384 kB (59%)
Free 71748 kB / 125384 kB (57 %)

You will be directed to the following page.

Rapidus Status tem >  Network HotSpot  Logout
Maintenance
Actions Configuration

Backup / Restore
Click "Generate archive” to download a tar archive of the current configuration files. To reset the firmware to its initial state, click "Perform reset” (only possible
with squashfs images).

Download backup: @ Generate archive

Reset to defaults. @ Perform reset

To restore configuration files, you can upload a previously generated backup archive here

Restore backup Choose File | No file chosen [@ Upload archive...

Flash new firmware image

Upload a sysupgrade-compatible image here to replace the running firmware. Check "Keep settings” to retain the current configuration (requires a compatible
firmware image).

Keep settings: rd
Image Choose File | No file chosen

[@ Flash image.
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Under the “Flash new firmware image” section, click “Choose File” to select the new firmware that will be supplied by Rapidus
Wireless Networks. Be sure to check the “Keep settings” box, your device will default to factory settings if this box is not

checked. (The latest firmware updates will either be sent by email upon request or they can be downloaded from our website at
www.rapiduswireless.com).

Rapidus

em Network HoiSpot  Logout

Maintenance

Actions Configuration

Backup / Restore

Click "Generate archive” to download a tar archive of the current configuration files. To reset the firmware to its initial state, click "Perform reset” (only possible
with squashfs images).

Download backup: (@ Generate archive

Reset to defaults: Perform reset

To restore configuration files, you can upload a previously generated backup archive here.

Restore backup: Choose File | Mo file chosen @ Upload archive...

L

Flash new firmware image

Upload a sysupgrade-compatible image here to replace the running firmware. Check "Keep settings” to retain the current configuration (requires a compatible
firmware image).

Keep settings:
Image: | | Choose File | No file chosen I

@ Flash image...

|
Select the most current firmware update that you have downloaded or have been supplied by from the Rapidus Wireless
Networks support team.
(@open x|
0\ )v| .+ Computer = Local Disk {C:) = ProgramData = Rapidus - l‘gll Search Rapidus @‘
Organize *  Mew folder [

[ Favarites I—

j344-16M-squashfs
Bl Desktop

4 Libraries

A mrex
1M Camputer
(s RAMDisk (E:)
a Local Disk {C:)
e Data (D)
=4 BD-ROM Drive (E:)
g unlock_single_jusk_ip:
L Rapidus (11192.168.1
o SFTP on 192,165,123
&i Metwork, LI

File narne: IIede-ar?M-generic-ij344-16M-squashfs-sysupgrade-39.bin j IAII Files j

Open |vI Cancel |

2|


http://www.rapiduswireless.com/
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Once you have selected our latest firmware update click “Flash Image”

Logout

Actions | Configuration

Backup / Restore
Click "Generate archive” to download a tar archive of the current configuration files. To reset the firmware to its initial state, click "Perform reset” (only possible
with squashfs images).

Download backup: [ Generate archive

Reset to defaults @ Perform reset

To restore configuration files, you can upload a previously generated backup archive here

Restore backup: Choose File | No file chosen @ Upload archive...

Flash new firmware image

Upload a sysupgrade-compatible image here to replace the running firmware. Check "Keep settings” to retain the current configuration (requires a compatible
firmware image).

Keep settings: i

Image: Choose File | ri-k-r3-r331..._sysupgr:

You will be directed to the following page. Please click “Proceed” to finish your update.

Logout

No password set!

There is no password set on this router. Please configure a root password to protect the web interface and enable SSH.
Go to password configuration...

Flash Firmware - Verify

The flash image was uploaded. Below is the checksum and file size listed, compare them with the original file to ensure data integrity
Click "Proceed” below to start the flash procedure,

Powered by LuCl branch (git-17.090 64489-eb806fb) / RL-K r3 r3311+7-fb18c3c

You have now completed the process of updating your radio to our latest firmware. If you find you are having issues or
the process is not configuring correctly contact us by phone at 855-864-9488 or visit our website www.rapiduswireless.com.
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RAPIDUS
WIFI/MESH

CONFIGURATION MOBILE MESH HOW-TO

Configure Wireless Settings

To getting started on configuring a Mobile Mesh network, begin by Clicking on Network > Wireless.

Rapidus Status Network Logout

Status

Wireless

System
Hostname
Model

RL Series

Firmware Version 921 LuCl Master (git-16.324.51057-1c27f6b)

Kemnel Version 4.4.32

Local Time Tue Mar 28 19:39:28 2017
Uptime Oh 39m 28s

Load Average 0.01, 0.02, 0.00

Click the “Edit” button for the radio that you choose to be used for the Mobile Mesh

Rapidus S Network ~  HotSpot  Logout

radiol: Master "Rapidus” radio1: Master "Rapidus”
Wireless Overview

@y  Qualcomm Atheros QCA9880 802.11bgnac (radio0) d Scan ) Add
= Channel: 36 (5 180 GHz) | Bitrate: ? Mbit/s

SSID: Rapidus | Mode: Master N N
% BSSID: 04F0:211D:TABC | Encryption: None 8Dk Somore

@y  Generic MAC80211 802.11bgn (radio1) @ Scan ) Add
= Channel: 11 (2 462 GHz) | Bitrate: ? Mbit/s

SSID: Rapidus | Mode: Master

e BSSID: 04:F0:21-1F:EC:1C | Encryption: None D= T B femove
Associated Stations
SSID MAC-Address Host Signal / Noise RX Rate / TX Rate

Neo information available

Powered by LuCl branch (git-17.088.09695-726efc9) / RL-K r3-rc2 r3311+5-fb18c3c
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In the Device Configuration > General Setup Tab, Select the channel that you will be operating on and choose between 20MHz,
40MHz or 80Mhz.

Rapidus ystem ~ Network = HoiSpol  Logout

radiol: Master "Rapidus” radiol: Master "Rapidus”

Wireless Network: Master "Rapidus” (wlan0)

The Device Configuration section covers physical settings of the radio hardware such as channel, transmit power or antenna selection which are shared among all

defined wireless networks (if the radio hardware is multi-SSID capable). Per network settings like encryption or operation mode are grouped in the Interface
Configuration.

Device Configuration

General Setup Advanced Settings

Wireless network is enabled @ Disable

Mode Channel
Operating frequency  AC ¥ || 157 (5785 MHz) ¥ | H <::I

[20 MHz

Transmit Power | auto 80 MHz
@ dBm ‘
Interface Configuration
General Setup Wireless Security MAC-Filter Advanced Settings
ESSID  Rapidus
Mode | Access Point v

In the Interface Configuration > General Setup Tab, Change your ESSID name to your preference and select “Mobile Mesh”
from the “Mode” dropdown options.

Rapidus N k HotSpot  Logout

Interface Configuration

General Setup Wireless Security MAC-Filter Advanced Settings
| ESSID  Rapidus I
Mode cess Point M

Network

mesh: &

wan

create

@ Choose the network(s) you want to attach to this wireless interface or fill out the create field to define a new network

Hide ESSID

WMM Mode ¥

[£] Back to Overview Save & Apply m

10
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In the Network section you must unselect “Lan”.

Interface Configuration

General Setup Wireless Security Advanced Settings

Rapidus
Mode Mobile Mesh v
BSSID
Network hotspot nterfaces attached)
@ lan: gel pol p*]
_____ mesh: &
wan: b
create

@ Choose the network(s) you want to attach to this wireless interface or fill out the create field to define a new network

[#] Back to Overview Save & Apply m

Prwnr by Lyl branch (g -]T ﬁﬁ Drfﬁ-??ﬁn"r“. TRz rW? r 11—@')1% C

Select “mesh” then click “Save & Apply” to save these changes

HotSpot  Logout

Interface Configuration

General Setup Wireless Security Advanced Settings
ESSID | Rapidus
Mode | Mobile Mesh M
BSSID

Network hotspot: {no interfaces attached)

lan: gol p=l pe] o
@ mesh: &

wan

creafe:

@ Choose the network(s) you want to attach to this wireless interface or fill out the creafe field to define a new network

|#) Back to Overview

Powered by LuCl branch (git-17.088.09695-726efc3) / RL-K r3-rc2 r3311+5-fb18c3c

11
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Click Network > Interface

Rapidus Status - Network ~  HotSpot  Logout

Interfaces

radio0: Mobile Mesh "Rapidus”

Wireless Overview

Qualcomm Atheros g

=2 [d Scan i Add
2= Channel: 157 (5.785 GHz)
. i )
ull 100% BSSID: 30:31:32:33:34:35 | Encryption: - e T B Bemare
=) Generic MAC80211 BD?.11bgn (radio1) @ Scan B Add
—_— Channel: 11 (2.462 GHz) | Bitrate: ? Mbit/s

SSID: Rapidus | Mode: Master

o
L) BSSID: 04:F0:21:1F:EC:1C | Encryption: None

@ Disable £ Edit %] Remove

Associated Stations

SSID MAC-Address Host Signal / Noise RX Rate [ TX Rate

81.0 Mbit/s, 40MHz, MCS 4

- 65 2
04 FO-2130:AF:65 81.0 Mbit/s, 40MHz, MCS 4

% wlan0 Rapidus 4 24/ -105 dBm

Powered by LuCl branch (git-17.088.09695-726efc9) / RL-K r3-rc2 r3311+5b18c3c

When directed to the “Interfaces™ page, click “Edit”

WAN MESH HOTSPOT LAN
Interfaces
Interface Overview
Network Status Actions
HOTSPOT - N
< Unsupported protocol type. SCopgect 8 swp 4 Edit ] Delete
nstall protocol extensions
hotspot
MESH Uptime: Oh 1m 22s - §
MAC-Address: 04:F0:21:1D:7A-8C @ Comnect | @ Stop 2 Edi #] Delete
&

Mobile Mesh "Rapidus™

RX:- 1217 KB (163 Pkts )
TX: 16.04 KB (171 Pkis )

LAN Uptime: 1h 44m 14s
MAC-Address: 04:F0:21: 1D:7A:8C oy LG Sion Delets
¥ e) RX: 12.70 MB (112901 Pkis )
Coa TX: 3.34 MB (19427 Pkts )
1Pv4: 192.168.123 44124
1PV6: fd7a7dde 7630 1/60
Ll & Connect @ Stop [ Edit %] Delete

none

RX: 0B (0 Pkts.)
TX: 0B (0 Pkts.)
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Please click on the “Physical Setting” Tab

HotSpot

WAN MESH HOTSPOT LAN

Interfaces - LAN

On this page you can configure the network interfaces. You can bridge several interfaces by ticking the "bridge interfaces” field and enter the names of several

Common Configuration

General Setup Advanced Settings|

Status & Uptime: 1h 44m 425
bran MAC-Address: 04:F0:21:1D:7A:8C
RX: 12.78 MB (113609 Pkts_)
TX: 3.43 MBE (19668 Pkts.)
IPv4: 192.168.123.44/24
IPv6: fd7a:7Tdde:7630::1/60

Protocol

IPvd address | 192.168.123.44

IPv4 netmask

IPv4 gateway

IPv4 broadcast

Then Select “Ethernet Adapter: “bat0””. Then save and apply by clicking “Save & Apply”

MESH HOTSPOT LAM

Interfaces - LAN

Oin this page you can configure the network interf 1
nterfaces separsted by spaces. You can also use VLAN notstion INTERFACE . WLANNR (2.9, etha. 1)

Commeon Configuration

Firewsll Settings

General Setup Advanced Settings

Bridge interfaces * & crestes a bridge over specified interface(s)

Ensable & Ensbles the Spanning Tree Protocol on this bridge

Interfact

DHCP Server

IPwS Settings

Ignore interface ® @ Disable DHCP for this interface.

=] Back to Overview

13
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Please Click Status > Overview.

Rapidus S stem >~ Network ~ HotSpot  Logout

Overview

WAN

Interfac

Interface O

Network Actions
AoTsPoT Unsupported protacol fype. ZConnect @ Stop & Ed 8 Delete
nstall protocol extensions
hotspot
MESH Uptime: Oh Om 60s )
MAC-Address: 04:F0:21:1D:7A:6C LSS LRSS TS| A ST 2
& . RX: 26.81 KB (237 Pkis.)
Mobile Mesh “"Rapidus TX: 331.19 KB (2006 Pkts.)
LAN Uptime: Oh 1m 5s )
MAC Address: OE:08:98-34:65-5¢ & Comnect | @ Stp [ Ed %] Delete
P (=) RX: 212.98 KB (1810 Pkis.)
L=EN TX: 224 31 KB (705 Pkts )
IPv4: 192.168.123.44/24
IPv6: fd7a:7dde:7630::1/60
LG RX 0B (0 Pkis ) & Connect @ Stop (£ Edit p] Delete
2 TX: 0B (0 Pkts.)
none

) Add new interface.

In the Section “Associated Stations” at the bottom of the page, you will see the devices that are connected to your mesh network.
(2 or more devices need to be configured to MESH mode setting for you to be able to see them under “Associated Stations”)

Rapidus s m~ MNetwork ~ HotSpot  Logout

There are no active leases

Wireless

Generic 802.11ac Wireless Controller (radio0) 4l SSID: Rapidus
100% Mode: Mobile Mesh
Channel: 157 (5.785 GHz)
Bitrate: 300 Mbit/s
BSSID: 30:31:32:33:34.35
Encryption: -

Generic 802.11bgn Wireless Controller (radio1) $SID: Rapidus
0% Mode: Master
Channel: 11 (2.462 GHz)
Bitrate: ? Mbit's
BSSID: 04 F0:21:1FECAC
Encryption: None

Associated Stations
Network MAC Address Host Signal / Noise RX Rate / TX Rate

300.0 Mbit/s, 40MHz, MCS 15, Short GI

" i "Rapidus” :21: 165 ? 25/
@ wilan0 Mobile Mesh "Rapidus 04:F0:21:30:AF:65 25/ 0 dBm 300.0 Mbit/s. 40MHz. MCS 15. Short GI

Powered by LuCl branch (git-17 088 .09695-726efc9) / RL-K r3-rc2 r3311+5-fb18c3c

You have now completed the process of creating your Mobile-Mesh Network setup and can continue to configure more
units to your network. If you find you are having issues you can contact us by phone at 855-864-9488 or visit our website
www.rapiduswireless.com.

14
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RAPIDUS
ACCESS POINT

CONFIGURATION AP HOW-TO

Configuring AP Settings

This section will show you how to set up and configure an AP on your desired radio unit.

To begin configuring your AP, please go to the “Network” Tab and select “Wireless” from the pull-down tab.

Rapidus ] - e 3 Logout

MNo password set!
There is no password set on this route |=sword to protect the web interface and enable SSH.
Go to password configuration...
Status
System
Hostname Rapidus
Model Rapidus Wireless RL Series
Firmware Version RL r 2 12292 /[ LuCl Master (git-16.324.51057-1c27f6b)
Kernel Version 4.4.32
Local Time Tue Mov 22 09:52:43 2016
Uptime Oh 1m 55s
Load Average 0.44. 0.27. 010
Memory
Total Available 90188 KB /125352 kB (71%)
Free 87620 kB f 125352 kB (69%)

You will be directed to the following page, once here click “Edit” on the radio you are configuring to be your AP.

Rapidus 5 y N K Logout

No password set!

There is no password set on this router. Please configure a root password to protect the web interface and enable SSH.
Go to password configuration...

Wireless Overview

@y  Qualcomm Atheros QCA9880 802.11bgnac (radic0) [@ Scan i Add
= Channel: 36 (5.180 GHz) | Bitrate: ? Mbit/s

SSID: LEDE | Mode: Master
. .
b BSSID: 04:F0:21:10:FA: 8C | Eneryption: None Dal=che @ FELTE

@y  Generic MACB0211 802.11bgn (radio1) [@ Scan H  Add
Channel: 11 (2.462 GHz) | Bitrate: ? Mbit/s

SSID: LEDE | Mode: Master

BS SID: 04-F0-21-1F-EC-1C | Encryption: None 0 Dsadle M@ Edt 8 Remave

0%

15
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When directed to the following page, in the “Device Configuration” section under the “General Setup” tab, select a channel from
the drop-down menu of the Operating frequency > Channel drop-down. Also select between 20 MHz and 40 MHz in the
“Width” drop-down. (Best practice: select a higher channel to avoid interfering with other networks)

Logout

Mo password set!

There is no password set on this router. Please configure a root password to protect the web interface and enable SSH
Go to password configuration...

Wireless Network: Master "LEDE" (wlanO)

The Device Configuration section covers physical settings of the radio hardware such as channel, transmit power or antenna selection which are shared among all

defined wireless networks (if the radio hardware is multi-SSID capable). Per network settings like encryption or operation mode are grouped in the Inferface
Configuration

Device Configuration

General Setup Advanced Settings

Status Mode: Master | SSID: LEDE
0% BSSID: 04:F0:21:1D:7A:8C | Encryption: Mone
Channel: 36 (5.180 GHz) | Tx-Power: 23 dBm
Signal: 0 dBm | Noise: -105 dBm
Bitrate: 0.0 Mbit/s | Country: US

Wireless network is enabled | @ Disable 0

Mode Channel Width

Operating frequency AC v || 36 (5180 MHz) ~ |
Transmit Power 23 dBm (199 mW)
@ dBm

Create your own ESSID name that you will use for your AP. Be sure that the “Mode” is set to “Access Point” Click “Save &
Apply” to save your settings

Rapidus m \ < Logout

Interface Configuration

General Setup Wireless Security MAC-Filter Advanced Settings

.E.%.%.!.Q@P-sc3| >

Mode Access Point v ¢

Metwork 7

lan: J=1 f=) o @

mesh: (no interfaces aftached)

creafe:

@ Choose the network(s) you want to attach to this wireless interface or fill out the create field to define a new network.

Hide ESSID

WMM Mode [«

e
+| Back to Overview ave ppl ave
Back to O i S & A S
T

You have now completed the process of creating your AP. If you find you are having issues or the process is not
configuring correctly, please contact us by phone at 855-864-9488 or visit our website www.rapiduswireless.com.

16
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RAPIDUS
CLIENT (STATION)

CONFIGURATION CLIENT HOW-TO

Configuring Client Access

Here we will guide you through the process of configuring your device into a Client (station). Be aware that certain settings have
to align with your AP configured device, so that communication between the two devices can function.

To get started login to your device and select “Wireless” from the drop-down “Network” tab.

Logout
No password set!
There is no password set on this routel |==word to protect the web interface and enable SSH
Go to password configuration...
Status
System
Hostname Rapidus
Model Rapidus Wireless RL Series
Firmware Version RL r 2 r2292 / LuCl Master (git-16.324.51057-1c27f6b)
Kernel Version 4.4.32
Local Time Tue Nov 22 09:52:43 2016
Uptime Oh 1m 55s
Load Average 044 027 0.10
Memory
Total Available 90188 kB /125352 kB (71°%:)
Free BT7620 kB /125352 kB (69°%:)

From here you will select the radio for which you will be using for your Client (station). The radio you choose here will depend
on which radio you have chosen to make as your AP. Be sure when choosing which radio to use for your Client (station) that it is
on the same frequency as the radio you configured for your AP device. (ei. If your AP device is operating in 5.8GHz then your
Client (station) must also operate in 5.8GHz)

Logout

No password set!
There is no password set on this router. Please configure a root password to protect the web interface and enable SSH
Go to password configuration.._

Wireless Overview

) Qualcomm Atheros QCA9880 802 .11bgnac (radioc0) (@ Scan o] Add
= Chanmel: 35 (5.180 GHz) | Bitrate: ? Mbit/s

SSID: LEDE | Mode: Master
o - ;
28 BSSID: 04:F0:-21:1D:7A: 8C | Encryption: None aable Remave

@g\yj Generic MACSB0211 30_2_11 bgmn [radio1) = T o) Add
Channel: 11 (2.462 GHz) | Biwate: 7 Mbit/s

SSID: LEDE | Mode: Master

e BSSID: 04:F0:-21:1F-EG-1G | Encryption: None O bi=ahle = =2 B e eraons
Associated Stations
SSsID MAC-Address Host Signal / Noise RX Rate / TX Rate

No information awvailable

17
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When you are directed to the following page you will need to select the same “Width” as so it matches the AP you will be trying
to communicate with. (ei. If your AP “Width” is set to 40Ghz then your Client (station) “Width” must be set to 40GHz as well)

No password set!

There is no password set on this router Please configure a root password to protect the web interface and enable SSH
Go to password configuration...

Wireless Network: Master "LEDE™ (wlanO0)

The Device Configuration section covers physical settings of the radio hardware such as channel, transmit power or antenna selection which are shared among all
defined wireless networks (if the radio hardware is multi-SSID capable). Per network settings like encryption or operation mode are grouped in the Interface
Configuration.

Device Configuration

General Setup Advanced Settings

Status Mode: Master | SSID: LEDE
0% BSSID: 04:F0:21:1D:7A:8C | Encryption: None
Channel: 36 (5 180 GHz ) | Tx-Power: 23 dBm
Signal: 0 dBEm | Noise: -105 dBEBm
Bitrate: 0 0 Mbit/s | Country: US

Wireless network is enabled & Disable
Mode Channel
Operating frequency AC ~ || 36 (5180 MH=)
Transmit Power 23 dBm (199 mW)
@ dBm

Scroll down the page to the “Interface Configuration” section. Here you will type in the same “ESSID” name as you used for
the AP that you want to connect to (ei. if your AP “ESSID” is Samplel then your Client (station) “ESSID” must be Samplel).
You must also change the “Mode” to “Client (WDS)” in the drop-down menu. Be sure to click “Save & Apply” before you
leave this page. Note: ESSID is case sensitive.

Logout

Transmit Power 23 dBm (199 mW) M

@ dBm

Interface Configuration

General Setup Wireless Security Advanced Settings
ESSID Sample-AP-5G L — |
Mode | Client (WDS) M
BSSID

Metwork 4 lan: Lol L=] gow o

mesh: (no interfaces attached)

create:

@ Choose the network(s) you want to attach to this wireless interface or fill out the creatfe field to define a new network

e ——
[E£] Back to Overview ‘ Save & Apply | Save m
————

Powered by LuCl Master (git-16.324 51057-1c27f6b) / RL r 2 r2292

You have now completed the step for setting up a Client (station). . If you find you are having issues or the process is
not configuring correctly contact us by phone at 855-864-9488 or visit our website www.rapiduswireless.com.
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ROUTER

CONFIGURATION FOR ROUTER HOW-TO

The Rapidus Wireless RL-series model devices are factory set to default bridge AP. In this How-To manual we will go through
the process of changing your device from a bridge AP into a Router. The following steps for configuring your product are for
devices that are already in default mode or have been reset to default.

NOTE: Before you start you should have a plan outlined of which IP addresses you will be using in your network to be set for
your router.

Setting Device to Router Mode

To begin you must first navigate to “Interfaces” in the drop down menu under “Network”.

Rapidus ENSAVEDCHANGERS) 4.0 REFTEHON

Status

System
Hostname
lesz RL Series

hodel

Firmuware Version

RL-F Z-red i3341+6-fb 183 ¢ f LuCl branch {git-17 090 54459, & b306th)

Once directed to the following page you will need to create a new interface by clicking “Add new interface...”.

AUTO REFREEH ON

MESH Lan

Interfaces

Interface Overview

Matwoork Status Actions
MESH )
Usupaored pmtocol tioe. ! Connect a Stop Edit #] Delate
Install protocel extensions...
mesh
LAH Uptime: Oh 3m 38= N )
- MAC-#ddress: F&:BB:87:BAEE2 e il . M- - M
O (o0 ) R 188,37 KB (1764 Fhis)
br-tan TH: 162.78 KB (TET Plds)

IPwd: 192 1681 99/24
P fd7 2.7 ddbe TE20:: 1450

| Add new interface...
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You will first need to name your new interface (for our example we will name our interface “wan”). And select “Custom
Interface” under the “Cover the following interface” options and type “none” in the available box. Click “Submit” once you’re

done.

Create Interface

Mame of the new interface mian I
. a-z, 0-2 and _

Mote: interface name length

) Maximum length of the name is 15 characters ineluding the automatic protocalibridge prefix (br, Gind-, pppoe- ete)

Frotocol of the new interface Static address

Create a bridge ower multiple
interfaces

Cover the following interface &~ Ethemet Adapter "eth0" (lan)
* Ethernet Adapter "eth1" (lan)
* Ethermnet Adapter: "teqld"
B Wireless Networde Master"LEDE" (lam)

B Wireless Networ: DE" (lan)

| Badckto Owerview bmit

Navigate back to “Firewall” in the drop down menu for “Network”.

pidus NSAEOCHANGESS U0 REFREH ON

DHCF and [

Inte rfaCES = WAN Hostnames

On this page ywou can configure the neh
networ interfaces separated by spacy

o= several interfaces by ticking the "bridge intedfaces" field and enter the names of seweral
i INTERFSCE . WMLAHNR [, etha. 1)

Comman Configuration

General Setup Advanced Settings Fhyzical Settings Firemall Settings
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Scroll down the page to the “Zones” sections and click the “Edit” button for “wan”.

General Settings Fort Fomards Traffie Rules Custom Rules

Firewall - Zone Settings

The firewall creates zones over your netwok intefaces to contral nehaad traffic flow
General Settings
Enable 5vH-flood protection o

Crop inwalid packets

Input  accept ¥
Output aucept v
Fonmard reject ¥
Zones

fone = Forwardings Input Ctput Forward Mazquerading MSS clamping
lan: lan: g 2 @ @& > BeaEn acoept ¥ accept ¥ acoept ¥ £ Edit %] Delete
o= TE T reject ¥ accept ¥ reject ¥ i i _{ Edit 1 Delate
| Add
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Under the “General Settings” tab change the settings for “input” to “accept” and also change the settings for “Forward” to
“accept” as well. Scroll down the page, under “Inter-Zone Forwarding” select “Lan” for both “Allow forward to destination
zones:” and “Allow forward from destination source zones:”. Click “Save & Apply” once you have made these changes and
before you move away from this page.

3eneral Settings Fort Fomards Traffic Rules Custom Rules

Firewall - Zone Settings - Zone "wan"

Zone "wan"

Thiz section defines common properies of "wan". The imowt and owtput options set the default policies for traffic entering and leaving this zone while the
forwarmd oplion describes the policy for fonvarded traffic betveen different netwodes within the zone, Goversd retworks specifies which available netwoks are
members of thizzone,

General Settings Advanced Settings

Mame wan

Input B accept ¥
T—

Output aucept v

Fonward aceept ¥

il a=querading o
MSE clamping o

Coverad nehoos lan: 22 B 6

mesh: 1o intedaees aizched)
Li wan: *

cregbe.

Inter-£one Forwarding

The options below control the fonmarding policies between thiz zone (wan) and other zones. Desfiradion momes cover fonwarded traffic originating from "wan'.
Sowme romes mateh fonvarded traffic from other zonestargeted st "wan". The fonwarding rule iz emidieeiional, &9, a fonward from lan to wan does gof imply 3
permizsion to fonuard from wan to lan as well.

Allow fonward to deskiradion = [§
Ian: | lan: g* 2 & 8
F0mes
Allow fonmard from sowme
D Ian lan: g* gt & &
F0mes

- Badkto Dvernview
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Navigate back to the Interface page by clicking “Interfaces” in the drop down menu of “Network”.

General Settings Fart Fonuards

Firewall - Zone Setti

Zone "wan"

Thizs section defines common properties
forwamd option describes the palicy for fo
members of this zone.

Firewall
out options set the default policies for traffic entering and leaving this zone while the

Ciag
: izrznt nebwades within the zone. Covemrmd medtworks specifies which available netwods are

When you arrive at the Interfaces page, under “Interfaces Overview” click “Edit” for the “WAN” interface to edit the network
zone.

i WMESH L&k

Interfaces

Interface Cveryiew

MNetwyor k Status Actions
FMESH 5
Lirsumanred protooed tume. Connect ] Stop Edit #, Delete
Install protocol extensions...
mesh
LaH Uptime: Oh 20m 23s . i
) MAC-Address: FE:BB:E7:BAETE2 ¢ Connect || @ Step 4 FEdit g Delete
2 (o ) R 852,75 KB (FOTE Plis.)
brlan TH: B21.04 KB (2009 Plis)
IPwd: 192162 .1.99024
IPwE: 1d7 3.7 dde7G30::1/480
il RY:0 B (0 Phis) Cannect @ Stop £ Edit w| Delets

TH: 0 B (0 Phts)
none

| Add new interface.

23
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Under the “General Setup” tab for “Common Configuration” change the “Protocol” option to “Static Address” and click
“Switch protocol”.

AUTO REFRESH ON

Ra o] idus : g il 1 HotSpot  Logout

AN MESH LAN

Interfaces - WAN

COn this page you can configure the network interfaces. You can bridge seweral interfaces by ticking the "bridge interfaces” field and enter the
names of several network interfaces separated by spaces. You can also use YLAN notation INTERFACE. YLANNR (g0, ethe. 1).

Common Configuration

General Setup

s RX: 0B (0 Pkts.)
nane TX: 0B ([0 Pkts.)

Status

Protocal §:Static address

Really switch protocal? & Switch protocol

|=] Back to Overview
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Enter in the IP, netmask, gateway and DNS server addresses that you will be using to for your network. Click “Save” once done.
(Refer to your IP address outlined plan for your required needs as to which IP addresses to use to connect back to your network)

Interfaces - WAN

On this page you can configure the netwok intefaces. “rou can bridge several interfaces by ticking the "bridge interfaces" field and enterthe names of zeveral
netuotc interfaces separated by spaces. You can also use LA notation INTERRACE.VLANNR (2.0 0 eth@. 1)

Common Configuration

Feneral Setup Advanced Settings Fhysical Settings Firewall Settings
Status s R¥:0 B0 Phis.)
nioneE Ti: 0 B0 Phis)
Frotocal Static address v

IPwd address 192162122 .54

IPwd netmask 2002002550 v

IFvd gateway 192168123 .1

IPwd broadcast

Use custom DHNE senrers 192 162 123 1 |

—

IFvS assignment length dizabled v
) Assign a part of given length of every public IPwS-prefis to this intarface

IPuffi address

IPwii gateway

IPuS routed prefis
) Fublic prefix routed to this device for distribution to clients.

CHCP Server

General Setup IFvS Settings

Ignare interface ™ @ Disable DHCP for thiz interface.

- Badk to Overvien
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Next click the “Physical Settings” tab under “Common Configuration”.

ONSHFEBGHANGESED <170 Rerves o

QLY WESH Lt

Interfaces - WAN

On this page wou can configure the nebwod intefaces. oo can bridge several interfaces by ticking the "bridge interfaces" field and enter the names of sewveral
| notation INTERFACE.VLANNR (g 0. etha. 1)

nebmod: interfaces separated by spaces. ou can also use

Zommon Configuration

General Setup Advanced Settings - Firewall Settings

Status - R¥:0 B (0 Phts.)
none TH: 0 B (D Phts)

In the “Physical Settings” tab, select “Bridge Interfaces” and for the “Interface” options select both “Ethernet Adapter: ethO
and ethl”. Then unselect “Ethernet Adapter: none” and click “Save”.

UNSIVEDHANGESES) AT Rerres On

AH MESH LAk

Interfaces - WAN

On this page vou can configure the netuwok interfaces. rou can bridge several interfaces by ticking the "bridge intefaces" field and enterthe names of several
h:l: notation INTERFSCE. WLANNR f_ ethe. 1.

nebwof intefaces separated by spaces. “ou can also use

Common Configuration
eneral Setup Advanced Settings Phyzical Settings Firewall Settings
Bridge interfaces D_] creates a bridge overspecified interfaceis)

Enable ) Enablesthe Spanning Tree Protocol on this bridge

Interface 4~ Ethemnet Adapter: "ethd" (lan)
n g~ Ethernet Adapter: "eth1" (lan)
m * Ethernet Adapter "none" fwan)
* Ethernet Adapter: "teqld"
& Wrireless Metwodo: Mlaster"LEDE" (lan)
& Wiireless Metwod: Master"LEDE" (lam)

* Customn Interface:

DHCP Server

General Setup IPwl Settings

Ignore interface W @ Dizable DHEP for this interface.

| Badk to Oweniew
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At the top of the page click the “LAN” tab to edit the network zone for LAN.

rAN MESH
Interfaces - WAN

ik ik T P becial [ [T BT TR ] H el e il £ L

Edit the addresses under the “General Setup” tab. (Refer to your IP address outline plan for your required needs as to which IP
addresses you will use for your networking)

ENSHVECCHANSESI 4.0 REFREsH ON

NiAN MESH Lar

Interfaces - LAN

On this page vou ean configure the netwed interfaces. You can bridge several intefaces by ticking the "bridge intedfaces fizld and enterthe names of seweral
netwod interfaces separated by spaces. Vou can alse use WLAN notation INTERFACE.WLANKR (2.9, etha. 1)

Common Configuration

General Setup Advanced Settings FPhysical Settings Firewall Settings
Status e Uptime: Oh 33m 15s
br-lan MAC-Address: FE:BB:ET:BAET:EZ

RH: 165 MB (14371 Phis.)
T¥: 1.07 MB (5539 Flds)
IP~wd: 192 16581 .99/24
IPwvE: 107 8.7 dde FE30::150

Protocol Static address v

IFwd address

IPve} netmask 2650, 2050.256.0 v

1P gateway

IPvd broadcast

Use custom DNES senvers 4

Se——

IPui assignment length =] ¥
b Assign a part of given length of ewery public IPvE-prefix to thiz intarface

IPvE assignment hint

I Assign prefix parts using thiz hexadecimal subprefix 1D for this interface.

DHCF Server
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Unselect “Ignore interface” to enable DHCP. And click “Save”.

OHCF Server

General Setup Advanced Settings IFE Settings

lgnore interface |_J Dizable DHECP for this interface.

Start 100
) Lowest leased address as affset from the netwom address.

Limit 150

) Maximum number of leased addresses.

Leazetime 12h

) Expingtime of leased addresses, minimum iz 2 minutes (2m).

| Badk ta Onve i e

Scroll back up the page and click the “Physical Settings” tab.

ONSAVEDGHRNGESTR) 70 ReFmesion

WIAN MESH LaM

Interfaces - LAN

On this page you can configure the netwof intefaces. Wou can bridge several interfaces by ticking the "bridge interfaces" field and enterthe names of sewveral
netword interfaces separated by spaces. vou can also use WLAN notation INTERFACE.WLANNR (2,0, etha.1).

Common Configuration

Zeneral Setup Advanced Settings - Firemall Settings
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RAPIDUS

In the “Physical Settings” tab under the “Interface” options unselect both “Ethernet Adapter: eth0 and ethl1”. Once you have
done so click “Save & Apply”.

NSEVEBIGHANGE AUTO REFRESHON

QLY MESH LaM

Interfaces - LAN

On this page you can configure the netwodk interfaces. vou can bridge several interfaces by ticking the "bridge interfaces" field and enterthe names of zewveral
: etha. 1)

netwat interfaces separated by spaces. Wou can alzo use MLAN notation INTERFACE.WLANNR (2

Common Configuration

General Setup Advanced Settings FPhyzizal Seftings Firamall Settings

Bridge interfaces W [ creates a bridge over specifiad interfacers)

Enable STF Eh Enables the Spanning Tree Protocal an this bridge

Interface & Ethemet Adapter "eth0" (lan, wan)
* Ethemet Adapter: "eth1" (lan, wan)
* Ethemet Adapter: "teglO"
| @ Wireless Metwo: haster "LEDE" (lan)
#  # Wireless Metorc Master "LEDE" (lan)

® Costom Interface:

OHCP Senver
Genaral Setup Advanced Seftings IPwE Settings
lgneore interface ) Dizable DHEF far this interface.

Start 100
) Lowest leased address as offset from the netwok address,

Limit 150

) Maximum number of leased addresses.

Leasetime 12h
) Expirgtime of leased addreszes, minimum iz 2 minutes (2m).

| Bacdk to Oweniew
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You will need to reboot your device for your changes to be taken into effect. Click “Reboot” from the drop down menu of the
“System” tab at the top of the page.

AUTO REFRESH ON

Interfaces
Interface Cwerview

Metwsork Actions

Your device is now configured to operate in router mode. If you find you are having issues or the process is not configuring
correctly contact us by phone at 855-864-9488 or visit our website www.rapiduswireless.com.
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VLAN

CONFIGURING VLAN HOW-TO

A virtual LAN (VLAN) allows network administrators to group host together even if the hosts are not directly connected to the
same network switch. This can greatly simplify network design and deployment. A VLAN could be used to separate traffic
within a business due to users, and due to network administrators, or between types of traffic, so that users or low priority traffic
cannot directly affect the rest of the network’s functioning.

Configuring VLAN Settings

To begin navigate to the VLAN configuration page by clicking the “Network” Tab and selecting the “VLANSs” in the drop down
menu.

RﬂpidUS Status System Metwork =  HotSpot  Logout

Status

System

Hostname
Mode =53 AL K Series

Firmware Wersion -wlan-A107 r3311+36-fo18c3c ! LuCl branch (git-

e

31



_—

RAPIDUS

Once directed to the following page you will be able to configure your VALNS using the following sections. Configure
Management: to restrict access to the current device to hosts on the configured VLAN ID, WiFi Data: to use the configured
VLAN ID for Wi-Fi traffic and Tiered WiFi access: to use configured VLAN IDs for tiered access to your network from the
WiFi interface.

Management VLAN

Under “Management” click the checkbox to enable the management VLAN, then enter the VLAN ID used for the management
VLAN on your network. Optionally, you may edit the description box.

Note: When enabled, the internal changes in the unit are immediate, so the unit will subsequently only be accessible on the
management VLAN. Be ready with a VLAN switch which handles the management VLAN ID. Plug the Ethernet cable from the
unit into the trunk port, and your PC into the access port.

Then click “Save & Apply” to commit the configuration.

VLANSs

These tables specify how this devic

section for special cases.
be enabled.

and an Advanced
we and can't botl
AN operation

Below are some pre-configures
Note: the WiFi Data and Tie
The descriptions are for notatio

Management
Use this to restrict access to this device to hosts on the configured VLAN id.

Description Enabled VLAN id ethd wlan0 wilan1 wlan0-1 wlani-1 wlan0-2 wlani1-2
D o — il el — — —
WiFi Data
Use the configured VLAN id for Wi-Fi traffic

Description Enabled VLAN id etho wlan0 wilan1 wilan0-1 wlan1-1 wlan0-2 wlan1-2

da 100 L3 sccess access sccass sccass sccess sccess

Tiered WiFi access

AM ids for tiered access to your network from the 'WiFi interfaces.
tions of & corporate 2-tiered scheme might be "staff" and "guests”. or a university 3-tiered scheme might be "sdministrators”, "teachers”

and "students”.
Note: the additional virtual APs must be set up first

Description Enabled VLAN id ethi wlan0 wlan1 wlan0-1 wlani-1 wlan0-2 wlan1-2
= 100 trunk I — — F— P — F— N
& oo | MUK acces access
- 200 trunk e gnore access access gnore gnore
ar2 o g ess sccess gnore gno
a 200 trunk - gnore gnore gnore sccess sccess
e oo o o gnore gnore sccess sccess

Advanced

Use this to configure vlans for new use cases.

Description Enabled WLAN id eth0 wlan0 wlan1 wilan0-1 wilan1-1 wilan0-2 wlan1-2

This section contsinz na valuss yet

) Add

T T
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WiFi Data VLAN

Click the checkbox to enable the Data VLAN and then enter the VLAN ID used for the data VLAN on your network. Optionally,
you may edit the description box. Once you’ve done so click “Save & Apply” to commit the configuration.

Rapidus

VLANS

These tables specify how this dewvi

s participate in your network's VLANs.

pecisl cases.

Below are some pre-configured WLANS for common use cases, and an Advanced section for =
Note: the WiFi Data and Tiered WiFi use cases are mutually exclusive and can't both be enabled.
The descriptions are for notational purposes, and aren't used in WVLAM operation

Management

Use this to restrict access to this device to hosts on the configured

AN id.

Description Enabled VLAN id ethl wilan0 wilani wilan0-1 wilani-1 wilan0-2 wilani-2

m oo (s trunk trunk trunk trunk trunk trunk
WiFi Data
Use the configured VLAN id fo i traffic

Description Enabled VLAN id ethl wilan0 wilani wilan0-1 wilani-1 wilan0-2 wilani-2

scoe BCCess aCCess

n

D 100 (s secess

Tiered WiFi access

N ids for tiered access to your network from the

Use these configured W
For example, the descriptions of & corporate 2-tizred schame might ke "staff" and "gu
and "student:
Mote: the additional vir

or & university 3-tizrad schemea might be "sdministrators”, "teachars”

Description Enabled VLAN id ethl wilan0 wilani wilan0-1 wilani-1 wilan0-2 wilani-2

100 3 sccess sccess gnore gnore gnore gnore
wifi-tier2 200 trunmk gnore gnore BCCESS BCCESS gnore gnore
200 trunk S S T o R
300 gnore gnore gnore gnore sccess
Advanced
Use this to configura wians for new usz=s casas.
Description Enabled VLAN id ethd wilan0 wilani wilan0-1 wilani-1 wilan0-2 wilani-2

This secfion contains no values yeit

) Add

l Save & Apply J
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Tiered WiFi access VLAN(s)

Up to 3 tiers can be configured in Tiered WiFi access. Each tier consists of 2G and 5G APs that can be configured on the
Wireless page and a corresponding VLAN configured on the VLAN page. For the first tier, the default APs are used. For the
second and 3" tiers, additional 2G/5G APs are added to the 2G and 5G radios on the wireless page.

You will first need to configure the APs. Navigate to the Wireless configuration page by selecting the “Network” tab and
clicking “Wireless” in the drop down menu.

Rapidus

Status

System
Hostname
=5z RL K Serie

Mode

Firmware Version -vlan-A107 rda

Once directed to the following page. For each of the 2G and 5G default APs, navigate to editing the wireless setting by clicking
“Edit”

Rapidus st

radiol: Master "Rapidus radio?: Master "Rapidus’

Wireless Overview

=) Qualcomm Atheros QCA9880 802.11nac (radiol) g Scen ] Add
— Channel: 148 (5.745 GHz) | Bitrate: 7 Mbit's
55ID: Rapidus | Mode: Master

0% - - . @ Disable Fi) Edit ®| Remaove
BSSID: 04:F0:21:30:AF:84 | Encryption: None =

Generic MACE0211 802.11bgn (radiot)
Channel: 11 (2.482 GHz) | Bitrate: 7 Mbit's

] .':@

0 55ID: Rapidus | Mode: Master Disab ™ Edit B i
' BS5SID: 04:F0:21:1F:EC-20 | Encryption: None @i o b Hemove
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Note: The internal names of the APs are circled in Orange. They are the names shown on the VLAN page.

The default APs are named wlan0 and wlan1, the second tier APs will be named wlan0-1 and wlan1-1, and the 3" wlan0-2 and
wlanl-2.

Edit the radio and AP settings ae required. Be aware that the SSID can be the same for 2G and 5G APs in the same tier, but must
be different for each tier. Make sure the checkbox for “Separate Clients” is selected. Click “Save” before you continue.

Rapidus

radiod: Master "Rapidus radio1: Master "Rapidus”

: . " H "
Wireless Network: Master "Rapidus'} (wlan0)

The Dewvice Configuration section covers physical settings of the radio hatOWa2 =00 25 Channel, fransmit power or antenna selection which are shared among sll
defined wireless networks (if the radio hardware is multi-5510 capsble). Per network settings like encryption ar operation mode are grouped in the inferface
Configuration.

Device Configuration

General Setup Advanced Settings
Wirgless netwaork iz enzbled @ Disable
Mode
Operating frequency AC ¥

Transmit Power

Interface Configuration

Genersl Setup Wireless Security MAC-Filtar Advanced Settings
ESSiD I-_\E: dus I
Mode | Access Point v
Metwork o an: 5 5] i
esh: (no inferfaces attached
—
creafe.

g Choose the network(s) you want o attach to this wireless interface or fill put the create field fo define a new natwork.
Hide ESSID
WM Mode [

Separste Clients D &) Frevents client-to-client communication

| Back to Overview Sawve & Apply Reset
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Then set the wireless security and click “Save & Apply” to commit the wireless settings.

Rapidus

diol: Master "Rapidus radiol: Master "Rapidus”

Wireless Network: Master "Rapidus” (wlan0)

The Device Configuralion section covers physical settings of the radio hardware such as channel, transmit power or sntenna selection which are shared among all

defined wireless networks (if the radio hardware is multi-S51D capable). Per network settings like encryption or operation mode sre grouped in the Inferface
Configurstion.

Device Configuration

General Setup Advanced Settings
Wireless natwork is enabled @ Disable
Mode Channel Width
Operating frequancy | AC ¥ || 148 (5745 MHz) v |40 MHz ¥
Transmit Power auto v
@ den

Interface Configuration

Genersl Setup Wireless Security MAC-Filter

Advanced Settings

Eneryption I: Encryption v I

| Back to Owerview

[ Save & Apply Save
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Navigate back to the wireless configuration page by selecting the “Network” tab and clicking “Wireless™ in the drop down
menu. For each of the 2" and 3" tier, and for each of the 2G and 5G radios, click “Add” to add another AP.

Rapidus

radiol: Master "Rapidus radiol: Master "Rapidus

Wireless Overview

Qualcomm Atheros QCA9820 802.11nac (radio0)

Channel: 148 (5.745 GHz) | Bitrate: ? Mbit/s

-
l
-

Scan ] Add

55ID: Rapid Mode: Master
0% = _Js o e_ _ES & ~ @ Disable A Edit | Remove
ES5ID: 04:F0:21:30:AF:24 | Encryption: Mone - .

Generic MACB0211 802.11bgn (radio1)

e o Secan Add
TEY |
- Channel: 11 (2.482 GHz) | Bitrate: 7 Mbit's
0% 55ID: Rapidus | Mode: Master _— . - -
4 @ O # Edit £emov
ESSID: 04:F0:21:1F:EC:20 | Encryption: None L < . - WRsibiarh

Note: While adding and configuring the additional APs, a temporary name is used (circled in Orange). The APs will get the
permanent names mentioned earlier (page 35).

Under the “Interface Configuration” section, in the “General Setup” tab, set the mode to Access Point. The page will change
to the AP settings format, edit as required as described earlier for the first tier APs.

radiol:

radiol: Master "Rapidus’ radioi: Master "Rapidus" radiol: Master "OpenWrt"

Wireless Network: Master "OpenWrt" (radio0.network3)

The Device Configuration section covers physical settings of the radio harOWarg SO0 g5 CHE L oot power or antenna selection which are shared among all
defined wireless networks (if the radio hardware is multi-5510 capsble). Per network settings like encryption or operation mode are grouped in the interface

Configuration.

Device Configuration

General Setup Advanced Settings
Wireless network is enabled & Disable
Mode Channel Width
Operating frequency | AC ¥ || 140 (5745 MHz) ¥ |[40 MHz ¥
Transmit Power suto Y
B dBm

Interface Configuration

General Setup Wirgless Security Advanced Settings
EEsID Open
Mode
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When finished, the Wireless Overview page should appear like this.

Rapidus
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Wireless Overview

5, Qualcomm Atheros QCA9880 802.11nac (radic0)

—_— Channel: 148 (5.745 GHz) | Bitrate: 7 Mbit's

0% S5ID: tier1 _Mode: Master ) @ Disstle
ESSID: 04:F0:21:20:AF:24 | Encryption: Mone

0% 55ID: tier2 _Mode: ‘,"s_s'.er ) @ Disstle
BS55ID: 06:F0:21:30:AF:84 | Encryption: None

0% 55ID: tier3 _Mode: ‘,"s_s'._er ) @ Disstle
BS55ID: 02:F0:21:30:AF:84 | Encryption: None

() Generic MAC80211 802.11bgn (radio1)
i Channel: 11 (2.452 GHz) | Bitrate: 7 Mbit/z
55ID: tier1 | Mode: Master

0% ® Dian
ES53ID: 04:F0:21:1F:EC-20 | Encryption: None _LELS

55ID: tier2 | Mode: Master
0% R - _ @ Disable
BS55ID: 08:F0:21:1F:EC:20 | Encryption: None
55ID: tierd | Mode: Master
BS55ID: 02:F0:21:1F:EC:20 | Encryption: Mone

0% @ Disable

radiol: Master "tier radio1: Master "tier2" radiol: Master "tier1" radioi: Master "tier3" radioD: Master "tier3" radiol: Master "fierd

g Secan ] Add

i Edit %] Remove
4 Edit %] Remove
i Edit %] Remove
g Scan ] Add

£ Edit x| Remove
& Edit x| Remove
£  Edit x| Remove

The internal names of the APs can be verified by re-accessing the edit page for the AP.

Rapidus

| radiol: Master “tier I'EC o1: Master "tier2" | Wl radiol: Master "tier1"}] | radiot tier3 [ rediol: Master "tier3" || I radiod: Master “tier1 I

Wireless Network: Master "tier3'] (wlan1-2)

ion section covers physical settings of the radio hardware such as channel, transmit power or antenna selection which are shared among all

s - o 1SS0 s [ Hing= like encruot r gperation sod=
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Navigate back to the VLAN page by clicking the “Network” Tab and selecting the “VLANs” in the drop down menu.

radicd: bl aster "™t
ViFireless Owverwvieww

L Crualcommm Atheros

- Chanmel: 138 (5. 745

o)

om L

Click the checkbox to enable the “WiFi Tiered access” VLANS, then enter the VLANSs used on your network for that tier.
Optionally, edit the description box, then click “Save & Apply” to commit the configuration.

VLANSs

These tables specify how this device's interfaces parficipate in your network's WLAMs.

on for special cases.
be enabled.

common use cases, and an Advanced se
y exclusive and can't botl
AM operation

Selow are s
Mote: the Wi
The deseriptio

Management

Use this to restrict access to this device to hosts on the configured WVLAM id.

Description Enabled VLAN id ethd wilan0 wilani wilan0-1 wlani-1 wilan0-2 wilani-2

management = trunk trun trun trun trun trun trun

WiFi Data

Use the configured V0LAN id for Wi-Fi traffic
Description Enabled VLAN id eth wilan0 wilan1 wlan0-1 wilan1-1 wilan0-2 wilani-2
data 100 RELERC sccess sccess sccess sccess access
Tiered WiFi access
fig M ids fior tiered access to your network from the WiFi interfaces
tions of a corporate 2-tiered scheme might be "staff' and "guests". or a university 3-tiered scheme might be "administrators”. "teachers”
and "students”.
Note: the additional virtual APs must be set up first
Description Enabled VLAN id ethi wilan0 wilani wilan0-1 wlani-1 wilan0-2 wilani-2
Ll access sccess gnore gnore gnore gnore
trunk J— P — S— onore
gnore gnore ccass gnore gnore
trunk - - T T R
gnore gnore gnore gnore sccess
Advanced
Use this to configure vlans for new use cases
Description Enabled WVLAN id ethl wilani wilani wilan0-1 wiland-1 wlan0-2 wlani-2

This section contains no values yet

[ soecrmm | save | Reemt |

Note: This page uses the internals names (circled in Orange), to refer the APs.
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Your device is now configured to operate in VLANS. If you find you are having issues or the process is not configuring correctly
contact us by phone at 855-864-9488 or visit our website www.rapiduswireless.com.

To reset, just the VLANS settings to the default of disabled, but keep all other settings intact. Uncheck all the enable boxes and
then click “Save & Apply”.

Rapidus s Network Logout

These tables specify how this device's interfaces participate in your network's VLANS.
Below are some pre-configured V0LANS for common use cases, and an Advanced section for special cases.

Mote: the WiFi Data and Tiered WiFi use cases are mutually exclusive and can't both be enabled
The descriptions are for notational purposes, and aren't used in VLAMN operation

Management

Use this to restrict access to this device to hosts on the configured WLAM id.

Description Enabled VLAN id ethd wlanl wilani wilan-1 wilani-1 wilani-2 wilani-2

WiFi Data

Use the configured WLAM id for Wi-Fi traffic

Description Enabled VLAN id ethd wlanl wlani wilan-1 wilani-1 wlan-2 wlani-2

wifi-dats D 100 frunk sccess sccess sccess sccess sccess sccess

Tiered WiFi access

Use these configured VLAM ids for tiered access to your network from the WiFi interfaces

tions of a corporate 2-tiered scheme might be "staf and "guests”, or a university 3-tiered scheme might be "sdministrators”, "teachers”

and "students".
MNote: the additional virtual APs must be set up first

Description Enabled VLAN id ethd wlanl wlani wilan0-1 wilani-1 wilani-2 wilani-2
" eri 100 (3 sccess sccess gnore gnore gnore gnore
wifi-tier2 200 frunk gnore gnone sccess sccess gnore gnore

wifi-tier3 300 trunk — — S P P -
wifi-tierd 300 gnore gnore gnare gnore sccess sccess

Advanced

Use this to configure vians for new use cases.

Description Enabled VLAN id ethi wilanl wilani wilan0-1 wilan1-1 wilanD-2 wlani-2

Thiz secfion containg no values yet

) Add

Save & Apply Save m
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Navigate to the “System” tab and click “Reboot” from the drop-down menu.

Rapidus

VLANS

These fables specify how thi

pate in your nebeork's WLANS.

cases, and an Advanced section for spag
ally exclusive and can't both be ensblad

Below are some pre-configu
Note: the WiFi Data and Tie

The descriptions are for nois sed in YLAM operation

Management

When directed to the following page, click “Preform Reboot”.

Rapidus

Reboot

Reboots the operating system of your device

The unit will reboot with VLANSs disabled, but all other settings will be reserved. If you find you are having issues or the process
is not configuring correctly contact us by phone at 855-864-9488 or visit our website www.rapiduswireless.com.
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